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Included for Board member review is the following item of public correspondence:   

 
 PEACE/YIPI Scholarship note of thanks (Darian Brihmi) – September 18, 2020 
 PEACE/YIPI Scholarship note of thanks (Jordan Young) – September 20, 2020 
 Response letter to CCLA/BLAC/HALCO regarding LPS use of the Covid-19 

database – September 24, 2020 
 Email to International Privacy Commission regarding use of body worn cameras 

– September 30, 2020  
 All Chiefs Memo 2020 – 20-0147 — Inspector General of Policing – October 2, 

2020 
 

   
 
Motion:  
 
“That the Board receives for informational purposes the October, 2020  
package of public correspondence.” 

  
 

 

 

 

 

 



From: Suzy 
To: London Police Services Board
Subject: Re: PEACE Scholarship Application
Date: Friday, September 18, 2020 4:35:49 PM

WARNING: This email originated from a sender outside of the LPS. Please avoid clicking links or opening attachments from external
senders unless you are certain it is safe to do so. Think before you click!

That is amazing. I would like to personally thank you and everyone with the LPS who made this possible for me. This will make a great
positive impact on my education leading to a better life. Thank you once again. Have a great weekend!

~Darian 

From: London Police Services Board <lpsb@londonpolice.ca>
Sent: Friday, September 18, 2020 12:10 PM
To: 'Suzy 
Cc: Diversity Officer <diversityofficer@londonpolice.ca>
Subject: RE: PEACE Scholarship Application
 
Hi Darian,
 
I am pleased to advise you that you were one of the successful applicants, as decided at our Board meeting yesterday afternoon.  Your $1,000
cheque will be requisitioned in the next week to week and a half and mailed to you when it is ready.  Because we are still doing virtual meetings,
there unfortunately will not be an opportunity to see you in person this year.  I will miss that part of this process!
 
Congratulations Darian, and I hope you are doing well this year and staying safe amid Covid-19!
 
J
Jennifer Foster  I  Administrator, London Police Services Board  I  601 Dundas Street, P.O. Box #3415, London, On N6A 4K9  I  lpsb@londonpolice.ca  I 
(519) 661-5646 (office) (226) 448-1651 (mobile)

From: Suzy  
Sent: Friday, August 14, 2020 4:26 AM
To: London Police Services Board
Subject: PEACE Scholarship Application
 
WARNING: This email originated from a sender outside of the LPS. Please avoid clicking links or opening attachments from external
senders unless you are certain it is safe to do so. Think before you click!

Hello please find attached my application for the PEACE scholarship. I am a new recipient and have never applied for the scholarship
before. Please also find attached the following items that are required:
 
1). Resume that includes my mailing address, telephone number, formal education, extracurricular/personal activities (include specific
events and/or  
accomplishments, such as non-academic honours won, sports, etc), work and volunteer experience.
 
2). A letter of reference from a London Police Service sworn officer who served as my direct Supervisor, together with confirmation of
completion of the P.E.A.C.E. Team Program.  
 
3). Essay on the importance of diversity in policing 

4). Completed Personal Release Form. 

5). Proof of acceptance at an accredited College.

If you could so kindly email back to confirm you have received this email. Thank you
 
 
~Darian 
 
 

 
The information contained in this communication is confidential and is intended only for use by the person or entity to whom it is
addressed. If you are not the intended recipient, you are hereby notified that any dissemination, distribution or copying of this e-mail is
prohibited. If you have received this communication in error, please notify the sender immediately and permanently delete this
communication. Thank you.

mailto:lpsb@londonpolice.ca


From: Jordan 
To: London Police Services Board
Subject: Re: YIPI scholarship application
Date: Sunday, September 20, 2020 12:31:29 PM

WARNING: This email originated from a sender outside of the LPS. Please avoid clicking links or opening attachments from external
senders unless you are certain it is safe to do so. Think before you click!

Dear Officer Foster,

On behalf of you and the Department of London Police, I send my deepest gratitude in receiving the scholarship. The unique experience I
gained from working in the YIPI program will carry on with me for the rest of my life.  
Despite, how the media portrays the police during this time of need, (especially in America), your program showed how a great Police
Department should be and how they should interact and protect their  community.

Again, thank you so much for the scholarship and the wonderful time at YIPI. 

Best regards,

Jordan 
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LONDON POLICE SERVICES BOARD 

 
September 24, 2020 
 
 
Ms. Abby Deshman, 
Canadian Civil Liberties Association 

900 - 90 Eglinton Avenue East 
Toronto, ON M4P 2Y3 
     

 

 

Re:  London Police Service Use of the COVID-19 Database 

 
Dear Ms. Deshman and colleagues of the Canadian Civil Liberties Association, the 
Black Legal Action Centre, the HIV/AIDS Legal Clinic Ontario and Aboriginal Legal 
Services,  
 
Our Board replied initially on August 20, 2020, acknowledging receipt of your August 17, 
2020 letter, advising that we take your concerns very seriously and were working with 
the Chief of Police to provide answers considering some of the details you requested 
are operational.  We also provided you with Board policy which we created out of 
concerns we had regarding the adverse impact of Ont. Reg. 120/20: Order under 
subsection 7.02.2 (4) of the Emergency Management and Civil Protections Act, 
concerns which we also shared with the Minister of Health, Solicitor General and 
Premier in a letter dated June 18th, 2020 (a copy of which was shared with you August 
20th).  
 
At the September 17, 2020 meeting of the Board, we received from London Police 
Service (LPS) Administration detailed reporting related to LPS’s use of the database. 
We are now in a position to respond more fully to your August 17th letter. The following 
will highlight for your interest the history of LPS’s use of the provincial database related 
to COVID-19 information sharing and the current status of the data accessed.  
 

• Database access was provided only to 48 LPS Communications Operators. It 
was mandated by the Ministry of the Solicitor General’s Office that only 
employees directly involved in the receiving of calls for service and dispatching 
officers were to have access to the Portal. Portal access was not provided to LPS 
officers or any other members of the organization. 



 

  

 
• The Portal was made available by the Ministry of the Solicitor General April 13, 

2020; however, LPS first accessed it April 23, 2020 following one week of 
clarifying roles, ensuring technical connection and training users for its use.  

• LPS Administration is confident that database access was limited to authorized 
users, the 48 Communications Operators, as the Ministry provided individual 
secure access to those members only. A two-factor authentication is required to 
access any LPS computer and that restriction includes access to the Portal.  

• LPS’s procedure was created to assist the organization in providing the best 
available information to responding frontline officers in the face of the COVID-19 
pandemic.  

• Database inquiries were conducted for calls for service between April 23 and July 
3, 2020.  One call for service could result in more than one query to the 
database, and in many instances this was likely the case.  

• Portal access was discontinued July 3, 2020 under the direction of LPS Chief, 
Steve Williams. The database was not accessed by LPS as of July 4, 2020.  

• The Portal was later decommissioned by the Ministry of the Solicitor General.  
• A total of 10,475 queries were made to the database by LPS between April 23 

and July 3, 2020. To add important context to what has been referred to as 
higher than average use, London is the 6th largest municipality in Ontario and 
among the top 10 largest police services in the province with a higher call volume 
than many other police services. The queries correspond to the number of calls 
for service. 

• 16 positive test results were returned during the time LPS used the Portal. In 
these 16 cases, data included the individual’s name, address, date of birth and 
their positive COVID-19 test.  In cases where the name queried did not involve 
an individual who had tested positive, a response of “there are no items to show 
in this view of the MOH Table list” was returned to the Communications Operator.  

• Data was stored in the secure Computer Aided Dispatch (CAD) system.  
• On September 11, 2020, all 16 records accessed by LPS were purged from the 

CAD system.  
• The vendor of the CAD system, utilized by the LPS, provided instruction on how 

to search for, identify and permanently delete the records from that system. This 
process was undertaken by staff in LPS’s Information and Technology Branch 
and post checks confirmed the information no longer exists.  

• Following the September 17, 2020 Board meeting, LPS Administration 
responded to the Information and Privacy Commission (IPC)’s related questions 
posed to them.  

• The remaining issue are the queries deemed potentially inappropriate by the 
Ministry of Solicitor General’s office, six of which have been identified in London. 
The investigations into these incidents are ongoing. The IPC has advised that 
they are contemplating the process for addressing possible breaches, and to 
date, LPS hasn’t yet received IPC direction. It should be noted however, upon 
initial review of the six cases of potentially inappropriate use of the database, it 
was found that the Communications Operators were initially receiving no data 
when completing queries based upon calls for service, and were unsure if it was 



 

  

because the Portal was “down” or not functioning. It appears that Operators 
extended their search as a means of testing the Portal’s functionality. Due to the 
newness of this process and the inherent complexities of the Portal, which was 
launched by the Ministry of the Solicitor General in a time sensitive response to 
COVID-19, staff were concerned they were not receiving any information from 
the database with which to adequately inform and safeguard their front-line 
colleagues.  

 
We trust this correspondence fully answers your questions. We remain committed to 
transparency and we appreciate the opportunity to thoroughly respond to your inquiries. 
Should you have further questions, please reach out to us at your convenience. Thank 
you for your concerns and the important work that you do.  
 

 
Dr. Javeed Sukhera 
Chair, London Police Services Board      
 
Cc:  Steve Williams, Chief, London Police Service 
 



From: London Police Services Board
To: "stephen.mccammon@ipc.on.ca"
Bcc: "javeedsukhera@gmail.com"; Susan Toth; Fola Ojo; Stuart Betts
Subject: LPSB: Use of Body-Worn Cameras
Date: Wednesday, September 30, 2020 8:14:45 AM
Attachments: 2020-08-17-LTR-IPC Submission to TPS Board re August 18 2020 Board meeting - TPS BWC Program (Revised).pdf

2020-09-08-LTR-Patrick Weaver (Chair, OAPSB) and Antje McNeely (President, OACP) re Body-Worn Cameras.pdf

Good morning, Mr. McCammon,
 
Re: Use of Body Worn Cameras
 
The London Police Services Board confirms that the London Police Service does not currently use Body Worn Cameras, nor do they intend to
purchase and/or deploy Body Worn Cameras on or before March 31, 2021.  
 
J
Jennifer Foster  I  Administrator, London Police Services Board  I  601 Dundas Street, P.O. Box #3415, London, On N6A 4K9  I  lpsb@londonpolice.ca  I 
(519) 661-5646 (office) (226) 448-1651 (mobile)
From: Holly Doty [mailto:oapsb@oapsb.ca] 
Sent: Thursday, September 10, 2020 6:38 AM
To: stephen.mccammon@ipc.on.ca
Cc: Fred Kaustinen; Patrick J Weaver
Subject: Action Required - Body-Worn Cameras
 
WARNING: This email originated from a sender outside of the LPS. Please avoid clicking links or opening attachments from external
senders unless you are certain it is safe to do so. Think before you click!

Good morning Section 31 Members. 
 

Please see attached correspondence from Privacy Commissioner Patricia Kossei regarding the Use of Body-Worn
Cameras (BWC).

The Privacy Commissioner has asked that all boards write back to  Stephen McCammon, IPC
(stephen.mccammon@ipc.on.ca) by October 13, 2020 to inform them of the following: 

· Is your police service currently using BWCs? 

· Does your police service plan to purchase or deploy BWCs on or before March 31, 2021? 

If the answer to either of the above questions is “yes”, she asks that each such police service and board commit to consulting
with her office, among other key stakeholders, so that they can help ensure that the key constituent elements of an effective
governance framework are in place to address issues of transparency, accountability and privacy in their respective
jurisdictions.
Responses to the above should be provided  to the Privacy Commissioner  through Stephen McCammon, Legal
Counsel at the IPC, by October 13, 2020. Stephen can be reached at stephen.mccammon@ipc.on.ca. 
Thank you for your attention to this matter. 
 Holly Doty, CMP
Ontario Association of Police Services Boards
180 Simcoe St, London, ON N6B 1H9 
T: 1-800-831-7727 | C: 519.636.7707
oapsb@oapsb.ca
 

mailto:/O=LONDON POLICE SERVICE/OU=HQ/CN=RECIPIENTS/CN=CITY HALL.CH2.JLEWIS
mailto:stephen.mccammon@ipc.on.ca
mailto:javeedsukhera@gmail.com
mailto:susan1toth@gmail.com
mailto:FOjo@londonpolice.ca
mailto:SBetts@londonpolice.ca
mailto:lpsb@londonpolice.ca
mailto:stephen.mccammon@ipc.on.ca
mailto:stephen.mccammon@ipc.on.ca
mailto:admin@oapsb.ca



 


  


 
 
August 17, 2020 
 


Mr. Jim Hart 
Chair 
Toronto Police Services Board 
40 College Street 


Toronto, ON 
M5G 2J3  
 
Dear Mr. Hart: 


 


RE: Item 3c on the Toronto Police Service Board’s August 18, 2020 Virtual Public Meeting 


Agenda (Approval of Body-Worn Camera Contract Award and Project 


Implementation) 


 
I am writing to provide the written deputation of the Information and Privacy Commissioner of 
Ontario (IPC) to the Toronto Police Services Board (the Board) regarding the Toronto Police 
Service (TPS) Body-Worn Camera (BWC) Program being considered by the Board. 


 
To begin, let me thank you for your August 4, 2020 reply to my letter of July 27, 2020, and your 
offer to meet to discuss access and privacy issues, including those related to the proper governance 
of BWCs. I know our respective staff are in the midst of scheduling that meeting and I look forward 


to further discussions with the Board.  
 
As you are aware, the TPS and the Board have consulted the IPC on many important programs 
and initiatives in the past, including, for example, with respect to policies and procedures related 


to street checks and race-based data collection. We remain committed to continuing this 
collaborative relationship with the TPS and the Board.  
 
With respect to the BWC Program more specifically, my office received a copy of Procedure 15-


20 Body Worn Camera (the Procedure) on July 27, 2020 for review and comment.  We submitted 
our recommendations in a letter from Assistant Commissioner David Goodis to Superintendent 
Michael Barsky dated August 14, 2020. These recommendations build upon IPC recommendations 
previously made in the context of the BWC Pilot Project of 2014-2016, and reiterate the comments 


we made on the Privacy Impact Assessment of the full BWC Program in June 2020. These 
recommendations are also informed by the work my office has done with other Canadian privacy 
commissioners in developing the Guidance for the Use of Body-Worn Cameras by Law 
Enforcement Authorities.  


 


  



https://www.priv.gc.ca/en/privacy-topics/surveillance/police-and-public-safety/gd_bwc_201502/

https://www.priv.gc.ca/en/privacy-topics/surveillance/police-and-public-safety/gd_bwc_201502/
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The IPC’s overarching position on BWCs  


 
The IPC recognizes the potential value of implementing police BWC systems. Recent civilian 
deaths in both Canada and the United States are tragic reminders of the importance of creating and 
obtaining accurate recordings documenting a variety of police-civilian encounters and the public’s 


growing expectation to receive accurate and timely information about those encounters. Receiving 
accurate and timely information is critical to being able to hold government accountable. 
 
In addition to transparency and accountability, individuals also hold dear their sense of privacy 


and expect it to be protected from the unwarranted gaze of the state when in private dwellings or 
in public places.  Accordingly, it is critical that a BWC governance framework be put in place that 
respects both the public’s need for transparency and accountability in policing and the equally 
compelling need to respect their reasonable expectation of privacy. As I explained in my July 27, 


2020 letter to the Board, with the appropriate governance framework in place, BWC systems can 
be implemented in a manner that achieves both these goals and ultimately earns public trust.  
 


An Appropriate BWC governance framework  


 
Meeting the public’s expectation with respect to transparency and accountability 


 
It is essential that any investment in BWCs pays sufficient transparency and accountability 


dividends. After all, it is increasingly well understood that transparency and accountability are 
essential to the effective delivery of law enforcement. This is reflected in the goals of the TPS’ 
BWC Program.  If the Program does not come with adequate transparency and accountability 
mechanisms, BWCs will not be able to enhance public trust and police legitimacy, including with 


respect to bias free service delivery. In my view, the following mechanisms are critical for 
enhancing transparency and accountability as part of an appropriate BWC governance framework.  
 


1. The Board and the TPS should commit to making BWC policies and procedures readily 


available to the public and publicly commit to working with the IPC to address the 
following recommendations by the end of 2020.  


2. To help ensure that a full picture of the initial stages of police-civilian encounters is 
captured, the BWC’s  pre-event recording capacity should be leveraged to capture a longer 
period (for example, 60 rather than 30 seconds), and include both audio and video 
recording.   


3. BWC recordings should be mandatory for the full duration of any calls for service and all 
other investigative-type encounters that involve a member of the public, subject to only a 


very limited number of exceptions. In particular, any mandated exceptions to the duty to 
record should be kept to a minimum, and any such exceptions should be clearly defined.  
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4. Officer discretion to deactivate a BWC’s recording functions and a supervisor’s authority 


to order such deactivation should also be significantly limited and clearly defined.1 


5. Officer discretion to block or reduce a BWC’s recording capacity should also be 


significantly limited and clearly defined. 


6. Officer and supervisor decisions to deactivate a BWC should be accompanied by stricter 


record keeping requirements.  


7. Accountability and transparency as part of a comprehensive governance framework 


further require:  


o The timely disclosure of all relevant BWC recordings to the bodies responsible for 


independent oversight of police (e.g. the Ontario Independent Police Review 
Director and the Special Investigations Unit), and 


o The proactive public interest-based disclosure of BWC footage to the public in 
special circumstances to address compelling concerns about human rights and the 
police use of force. 


While some of the changes described above will require the collection of more personal 
information, we believe this increase is both necessary and proportionate, subject to the correlative 
access controls and privacy protections outlined below. As will be further described, controls 


regarding access to, and the use and disclosure of, the recordings should be implemented to address 
any privacy and confidentiality concerns. 


 
Protecting the public’s reasonable expectation of privacy  


 
Even when deployed and governed in a responsible manner, BWCs come with a significant cost 


to the privacy rights of the public. In seeking to capture a more accurate record of the full range of 
investigative encounters with the public, BWCs will generate large amounts of video and audio 
records. Law-abiding individuals going about their everyday activities, vulnerable persons 
experiencing some form of crisis, and innocent family members or friends in close proximity of a 


suspect’s arrest may all unwittingly become subject to this form of surveillance.  
 
In this context, it is critical that TPS procedures and Board policies recognize and protect the 
public’s right to privacy in public spaces. While it is not clear what, if any, expectation of privacy 


police officers have while on duty and in the midst of an investigative encounter with a member 
of the public, individual members of the public do have statutory and constitutional privacy rights 
even in the public domain.  The Supreme Court of Canada has repeatedly recognized that members 


                                              
1 On this specific point, we wish to clarify the IPC’s position on the deactivation of BWCs which former Police Chief 


Mark Saunders refers to in his report to the Board dated July 29, 2020 (found at Item 3c of the Board’s August 18, 
2020 Virtual Public Meeting Agenda). At page 11 of the Report, there is reference to the IPC which appears to suggest 


that we support the proposed methodology for deactivating BWCs.  As currently phrased, this may lend confusion to  
the IPC’s position on this point. To clarify the public record on the issue, ever since the TPS’s BWC Pilot Project until 
the present day, the IPC has consistently re-iterated our call for a reduction in the discretion provided to officers when 


it comes to deactivating BWC recording functions.  
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of the public have a reasonable, if diminished, expectation of privacy in public spaces. It follows 


that, if police are to deploy BWCs, the program must be designed and governed in a manner that 
is capable of accomplishing legitimate social objectives without incurring a disproportionate cost 
to fundamental rights and freedoms, including the right to privacy.  
 


8. Accordingly, the BWC governance framework must recognize and protect the public’s 
reasonable expectation of privacy. 


9. Explicit limits and controls with respect to the use and disclosure of BWC recordings  
should be put in place, including detailed role-based access controls and explicit limitations 
on the use and disclosure of BWC recordings for secondary purposes. 


10. Enhanced notices should be provided to the public informing them of the existence and use 
of BWCs worn by officers. 


11. Meaningful opportunity should be afforded to members of the public to provide or refuse 
consent to BWC recordings in private places. 


12. Use of personal information in BWC recordings used for officer training should be 
restricted when other less privacy-invasive alternatives are available. 


13.  The TPS should commit (and the Board should so direct the TPS) to adhere to a moratorium 
on the use of any facial recognition-related technologies in conjunction with BWCs – other 
than in the context of “mug shot” matching – until after the release of the privacy guidance 


being prepared by federal, provincial, and territorial privacy authorities and consultation 
with the IPC.  


 


Conclusion 


 
We appreciate that to meet the above recommendations, substantial changes will be required to the 
TPS BWC procedure and other TPS and Board governance tools. In this context, we understand 
that both the Board and the TPS are committed to improving the BWC Program in the coming 


weeks, months, and years. In addition, we appreciate the Board’s commitment to engage with the 
IPC regarding the development of a BWC policy that addresses personal privacy, transparency 
and accountability. 
 


At the same time, we understand that if the Board approves the BWC Program at its August 18, 
2020 public meeting, the TPS hopes to purchase and begin deploying BWCs in the ensuing weeks. 
Full deployment of BWCs for all uniformed officers is not expected for some months. Given that 
there appears to be some urgency with moving ahead, we are reluctant to call on the Board to put 


a full stop to any purchase of BWCs pending full implementation of the necessary governance 
framework. From a practical perspective, therefore, we would not object to the Board approving a 
contract and moving ahead with the purchase of appropriate equipment, provided that:  
 


 the selected vendor and equipment are capable of supporting the TPS’ ability to comply 
with the various privacy and security requirements the IPC raised with the TPS during our 
consideration of the BWC Program, including the Privacy Impact Assessment, 
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 the Board and the TPS continue to work with the IPC to ensure that the necessary 


governance framework is in place (as per recommendations above), and  


 officers are trained on this framework well before BWCs are widely deployed in Toronto. 
  


Accordingly, we recommend that the Board pass a motion on August 18, 2020 committing the 
Board and the TPS to: 
 


 develop, enact and implement the necessary elements of a BWC governance framework 


well before BWCs are widely deployed in Toronto or by the end of 2020, whichever comes 
first, 


 make the necessary changes to the Procedure (and other implementation tools) to accord 
with the overarching BWC governance framework, and 


 consult the IPC throughout the development of the framework.  
 
We look forward to continuing to work with both the Board and the TPS on these critical matters. 


Please note that, in the spirit of transparency, we will be posting this letter on our website and ask 
that you attach it to the public agenda and minutes of the Board. 
 
Sincerely, 


 


 
 
Patricia Kosseim 
Commissioner 








 


                                                                                                


 


 


 


VIA ELECTRONIC MAIL 


 
September 8, 2020 
 


Patrick Weaver (Chair, Chatham-Kent Police Services Board) 
Chair, Ontario Association of Police Services Boards 
180 Simcoe Street 
London, ON  N6B 1H9 


 
Antje McNeely (Chief, Kingston Police) 
President, Ontario Association of Chiefs of Police 
OACP Corporate Head Office 


40 College Street 
Toronto, ON  M5G 2J3 
 
Dear Chair Weaver and Chief McNeely: 


 


Re: Body-Worn Cameras 
 
I am writing to you today regarding the police use of body-worn cameras (BWCs). 


   
As Ontario’s Information and Privacy Commissioner (IPC), I recognize the potential value of 
implementing police BWC systems. Recent serious injuries and deaths involving civilians in both 
Canada and the United States are tragic reminders of the importance of accurately recording and 


documenting police-civilian encounters. Increasingly, the public expects such recordings to be 
available to police oversight bodies for purposes of investigating serious incidents, and in some 
cases, released more broadly to respond to public interest concerns about police use of force. 
Receiving accurate and timely information is critical to being able to hold police accountable for 


their actions. 
 
In addition to transparency and accountability, individuals also value their sense of privacy and 
expect to it be protected from the unwarranted gaze of the state when they are in private dwellings 


and even in public places. Law-abiding individuals going about their everyday activities, 
vulnerable persons experiencing some form of crisis, and innocent family members or friends in 
close proximity of a suspect’s arrest may all unwittingly become subject to this form of 
surveillance.  


 
Accordingly, it is critical that an effective BWC governance framework be put in place that 
respects both the public’s need for transparency and accountability in policing and the equally 
compelling need to respect their reasonable expectation of privacy. In my view, with the 


appropriate governance framework in place, BWC systems can be implemented in a manner that 
reconciles both these needs and ultimately earns public trust.  
 







 2 


Further to a motion passed by the Toronto Police Services Board (TPSB) on August 18, 2020, staff 
of both the Toronto Police Service (TPS) and the TPSB are actively consulting with my office on 
the establishment of those elements that are necessary for an effective BWC governance 


framework, including a BWC Policy and related procedure for implementation. These 
consultations build upon earlier feedback we provided them in the context of their Pilot Project of 
2014-2016 and their more recent Privacy Impact Assessment of June 2020. As indicated in the 
TPSB’s motion, the resulting governance framework is “to ensure that the deployment and use of 


BWCs increases the accountability of TPS Members and does not result in undue breaches of 
privacy.”  
 
The TPSB has committed itself and the TPS to completing the development of this governance 


framework before deploying BWCs on all its front-line officers. We are hopeful that our work 
with the TPSB and TPS will be completed before the end of 2020 and that the resulting BWC 
governance framework can serve as a model to be considered by other police services across 
Ontario.   


 
I would kindly ask you to distribute this letter, as well as my August 17, 2020 letter to Jim Hart, 
Chair of the TPSB (attached), to the Chairs of all of Ontario’s police services boards and the Chiefs 
of Police of all of Ontario’s police services, including the Ontario Provincial Police. My letter of 


August 17, 2020 illustrates the kinds of considerations and expectations that go into the constituent 
elements of an effective governance framework.  
 
Through my letter to you today, I am asking that all police services write back to the IPC and 


inform us of the following: 
 


 Is your police service currently using BWCs? 


 Does your police service plan to purchase or deploy BWCs on or before March 31, 2021? 
 
If the answer to either of the above questions is “yes”, I would ask that each such police service 
and board commit to consulting with my office, among other key stakeholders, so that we can help 


ensure that the key constituent elements of an effective governance framework are in place to 
address issues of transparency, accountability and privacy in their respective jurisdictions. 
 
I would request that these responses be provided to me through Stephen McCammon, Legal 


Counsel at the IPC, by October 13, 2020. Stephen can be reached at 
stephen.mccammon@ipc.on.ca. 
 
Sincerely, 


 
Patricia Kosseim 
Commissioner  


 
Enclosure 



mailto:stephen.mccammon@ipc.on.ca





From: Holly Doty
To: Holly Doty
Subject: Annoucement - First Inspector General of Policing Devon Clunis
Date: Friday, October 2, 2020 6:36:16 PM
Attachments: 20-0147 - All Chiefs Memo - Inspector General of Policing.pdf

WARNING: This email originated from a sender outside of the LPS. Please avoid clicking links or opening attachments from external
senders unless you are certain it is safe to do so. Think before you click!

Good afternoon. 

I hope you are well. 

Please see attached the announcement from the Solicitor General regarding the appointment its first ever inspector general of policing,
Devon Clunis, Canada's first Black police chief, to fill the role.

The province announced the new "oversight" role — intended to enhance policing services and increase public trust in the
province — in a news release Friday.

For news coverage please see: https://www.cbc.ca/news/canada/toronto/inspector-general-policing-ontario-devon-clunis-
1.5747949

Have a great weekend! 

Holly Doty, CMP
Ontario Association of Police Services Boards
180 Simcoe St, London, ON N6B 1H9 
T: 1-800-831-7727 | C: 519.636.7707
oapsb@oapsb.ca

mailto:oapsb@oapsb.ca
mailto:oapsb@oapsb.ca
https://www.cbc.ca/news/canada/toronto/inspector-general-policing-ontario-devon-clunis-1.5747949
https://www.cbc.ca/news/canada/toronto/inspector-general-policing-ontario-devon-clunis-1.5747949
mailto:admin@oapsb.ca
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MEMORANDUM TO: All Chiefs of Police and      


  Commissioner Thomas Carrique 
   Chairs, Police Services Boards 
 
FROM:   Richard Stubbings 
    Assistant Deputy Minister 
    Public Safety Division 
 
SUBJECT: Inspector General of Policing 
 
DATE OF ISSUE:  October 2, 2020 
CLASSIFICATION:  General Information 
RETENTION:  Indefinite 
INDEX NO.:   20-0147 
PRIORITY:   Normal 
 
I am pleased to share with you that the Ontario government has appointed Devon 
Clunis as the province’s first Inspector General of Policing. In this new role, Mr. Clunis 
will provide oversight of policing in Ontario. He will also be responsible to set up an 
Inspectorate of Policing which will work with the government and its partners to develop 
regulations under the Community Safety and Policing Act, 2019 (CSPA). Mr. Clunis’s 
appointment is effective October 13, 2020. 
 
Devon Clunis joined the Winnipeg Police Service in 1987 and served in all areas of the 
service over the course of his career before being named to the role of Chief in 2012.  
As Chief of Police, Mr. Clunis led a transformational and cultural shift within the service 
that successfully modernized its model of policing from reactive and crime focused to a 
proactive community health and well-being model. 
 
The inspectorate will operate at arms-length from government to provide independent 
policing oversight and ensure effective policing services are provided to every 
community in Ontario. The inspectorate will: 
 


• Monitor and conduct inspections of police services to ensure compliance with the 
CSPA and its regulations once the CSPA is in force. 


• Monitor and conduct inspections of police service boards to prevent police 
misconduct and impose measures where necessary. 


• Investigate policing complaints related to the provision of adequate and effective 
policing services.  
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• Develop, maintain and manage records, conduct analyses regarding compliance 
with the CSPA and publish inspection results and annual reports. 


 
The creation of the position of Inspector General of Policing is the next step in delivering 
on the government’s commitment to reform policing in Ontario following the passage of 
the Comprehensive Ontario Police Services Act in 2019. 


 
Sincerely, 
 


 
 
Richard Stubbings 
Assistant Deputy Minister 
Public Safety Division 



mailto:https://www.ontario.ca/laws/statute/s19001
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